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Communication in vehicular environment will become very important in the future development. It is considered as a key technology to increase traffic safety since vehicles will be able to distribute local information to other vehicles on the road. 

In the use of VANETs, passengers also expect services like access to the Internet. The transition between vehicles and Internet can be achieved by gateways on the road-side. The integration of VANET to Internet is achieved by a proxy server. Proxy, hides the characteristics of VANET and connects the VANET and Internet each other. Proxy also seperates end-to-end TCP connection into two segments. This way, while the communication between proxy and Internet is using standard TCP, the communication between vehicles and proxy may use a more optimized transport protocol.

First of all, TCP algorithms and types are investigated and discussed how they may react in such ad hoc networks. TCP was developed for networks with fixed topology. However, In VANETs, vehicles are highly mobile and wireless radio technology shows high variations in the transmission quality. Moreover, Internet access would be unavailable for long periods in VANETs. Investigations showed that TCP provides poor throughput in multi-hop Ad Hoc networks although a higher throughput might be possible in theory. In fact, the performance degradation mainly results from conservative flow and congestion control mechanisms in TCP.


In TCP, a packet loss is understood in 2 ways:

· Receiving a few duplicate acknowledgements.

· Not receiving ACK in RTO time.

If a packet loss occurs, TCP tries to control the situation by making changes in the window size. Slow start and congestion avoidance are mostly used congestion control algorithms in TCP. In slow start, window size is made 1 packet in the beginning. After receiving ACK, window size is doubled (window size increases exponentially). This situation is repeated until a specific threshold. Congestion avoidance algorithm is also used with slow start. Window size is increased exponentially until there is a packet loss. Then, threshold is made half of the window size at the moment. If the packet loss is understood by RTO, then window size is made 1 and slow start begins. If it is understood by DUPACKs, then window size is equaled to threshold and congestion avoidance begins. Window size is increased by 1 when window size times packet is received.

TCP has some problems with VANETs. TCP interprets transmission errors as congestion situation and reduces the throughput by using slow start and congestion avoidance algorithms. Although these congestion control algorithms, TCP still provides poor performance in the VANET scenario. 3 different work is classified that may be used to solve TCP inefficiency in such Networks. Those are pure congestion control modifications, utilization of information from intermediate systems and completely new transport protocol not based on TCP.


There have been some approaches that modifies slow start and congestion avoidance algorithms of TCP. However, predictions about potential congestion situations are based on local information which may not reflect the current state of the VANET. On the other hand, Information from Intermediate Systems is utilized By ECN (Explixit Congestion Notification) mechanism. In this mechanism, intermediate nodes are able to detect pending congestions and they can signal those congestions to communicating end systems. This information provides a better approach to optimize communication efficiency. However, exponential back-off timers is still a problem, since retransmission timeouts are evaluated exponentially. Thirdly, a new Transport Protocol not Based on TCP is Not considered, because it requires new network programming paradigms that may aggravate the deployment of existing applications.

MCTP (Mobile Control Transmission Protocol)

MCTP is an optimized transport protocol for vehicular environments must be able to distinguish between error-prone links and network congestions in order to handle packet losses appropriately. It is developed for communication between vehicles and a fixed proxy in the Internet. Its core functionality comes from utilizing information from intermediate systems. MCTP is developed as a sublayer between TCP and IP.
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Fig. 3. MCTP protocol state machine





MCTP implements its own protocol state machine, that comes into operation after TCP successfully established a connection between the end systems.
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The basic feature of MCTP comes from differentiating segment losses caused by congestion

and segment losses caused by single transmission errors. An important goal is to minimize the number of TCP slow starts caused by segment losses.

Loss State: If MCTP receives 2 DupAcks or if RTO expires, MCTP enters the LOSS state with forcing TCP to freeze. Then, MCTP retransmits the unacknowledged TCP segment. If an ACK is received, MCTP forwards ıt to TCP and recovers TCP and returns to NORMAL.

Congested State: When ECN indicates a pending congestion in an intermediate system, MCTP switches to CONGESTED and leaves the situation to TCP which handles it very efficiently. After TCP sender transmits a new segment, MCTP returns to NORMAL.

Partitioned State: An intermediate node throws ICMP(destination unreachable) when it detects a broken link. MCTP receives this ICMP and moves into PARTITIONED and freezes TCP. Then MCTP probes connection with a constant period (not exponential). If MCTP receives 1 DupAck, it recovers TCP, activates the slow start without reducing the threshold.

Disconnected State: If a vehicle loses contact to a gateway, MCTP is notified and moved to disconnected state with stopping TCP transmission and freezing RTO timers. TCP and MCTP remains in this state until MCTP is notified about the availability of a new gateway. Then MCTP restores TCP and moves to NORMAL. Again, MCTP activates slow start phase without modifying the threshold.


In the simulation, the data transmission from a mobile node in VANET to a correspondent node in Internet over a Proxy server is tested. The VANET and Internet traffic is created with NISTNet emulators. The throughput is tested for 3 different situations, those are end-to-end TCP, TCP split which segments the connection into 2 TCP connections over a proxy and a split proxy using MCTP between MN and Proxy. It is seen in the simulations that MCTP improves communication efficiency at the transport layer. MCTP is able to retransmit lost segments very efficiently and, in contrast to TCP, it reacts quickly to disconnections and reconnections to Internet.

In conclusion,  Since segment losses and temporary disconnections from the Internet are quite common in vehicular communication scenarios, we can conclude that MCTP is able to improve communication between vehicles and Internet hosts.
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Fig. 2. MCTP in the TCP/IP model



